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https://www.eventbrite.fr/e/resist-workshop-end-users-requirements-for-the-resist-system-tickets-52254583867
http://www.resistproject.eu/newsandevents/events/resistworkshopthessaloniki
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Based on the state-of-the-art analysis, regarding detection, prevention and response for both physical 

and cyber risks, the basic requirements from the end user points of view are derived. It is worth to be 

mentioned that these requirements coincide with the requirements derived from the questionnaire, 

interviews and discussion taken place in the M4 meeting.   So according to the SoTA analysis the 

technical work on the project needs to answer the following: 

• Increase the efficiency and the time needed for the detection of unfavourable changes in the 

structural and functional condition of the road infrastructure, by upgrading the current 

procedures, with the supplementary use of new technologies, such as terrestrial, aerial, 

satellite observation and inspections in combination with unmanned autonomous inspectors. 

In parallel, by enabling more frequent inspections of ageing infrastructure and thus reduce 

the respective costs (personnel and access equipment costs) and the impact/interruption to 

traffic (traffic lane closures etc.) 

• Increase the interoperability and the accuracy of the inspection, findings, by integrated 

methods by analysing and evaluating information of various sources and of different nature 

(images, notes, readings, measurements etc) in order to directly relate inspection results to 

quantifiable states of damage, structural reliability of the critical road infrastructure. By doing 

this, the cost of assessment and the time to carry it out will be reduced while the ease and 

accuracy will increase. Finally, the extent and the quality of the information both regarding 

the excitation and the structural response, can optimize the determination of the 

vulnerability of the infrastructures under natural or cyber hazards. 

• Finally, the responsiveness of the road operators to natural and cyber disasters shall be 

optimized by developing a decision support system that will receive all the information 
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needed on time, by a variety of sources, devices, technologies, in order to accurately detect 

the critical points of the road network, to autonomously and automatically assess the 

condition of the infrastructure and to decide on whether and when actions are required for 

the recovery of the structure to the pre-disaster status. 
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http://www.eventbrite.fr/e/workshop-on-roads-tunnels-safety-management-tickets-17880674579
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• Mr. Konstantinos Bouklas, ICCS (Greece):  kostas.bouklas@iccs.gr 

• Mr. Panagiotis Panetsos, EOAE (Greece): ppane@egnatia.gr 

• 

• 

• 

• 

 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

 

o 

mailto:adewole.adesiyun@fehrl.org
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